
Information Security Policy

Scope: ​
“ iGaming provider operating multiple brands ”

Play North Ltd., an iGaming provider operating multiple brands, is committed to the 
continual improvement of our Information Security system and to comply with the 
requirements of ISO 27001:2013.

Our intent is to provide the highest standard for Information Security relating to all 
data and information pertaining to all stakeholders within the organisation. 

We are committed to satisfy all applicable requirements relating to the Information 
Security Management System and have the mechanisms and structures in place to 
continually evaluate the Management System to seek areas for continual 
improvement.  

Play North Ltd. has implemented the policies and procedures to effectively evaluate 
the risks relevant to its Information Security Management System. Moreover, we are 
committed to take the actions required to apply the treatments mentioned in Annex A 
of the ISO 27001:2013 standard. 

We recognise that the Information Security of our products depends on the everyday 
actions of those working within the teams of Play North Ltd. We are all committed to 
communicate with all stakeholders their roles within the company’s management 
system, and to developing our personnel's skills through training and mentoring in 
both their professional and vocational interests.

Date: 29th January 2024
Signed by:

_____________________________
CEO: Patrick Azzopardi
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